Windows 8 Wireless Connection for Staff

Open the Charm Bar (Move the pointer to the bottom right corner of your monitor, then move the pointer up to
be able to select a charm.)| Click Settings

Click on Control Panel

Settings

Control Panel
Personalization
PCinfo

Help
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g8 o

Notifications Power Keyboard

Change PC settings




Click on Network and Sharing Center
L

& Metwork and Sharing Center

Click on Set up a new connection or network

Change your networking settings

Set up a new connection or network

Set up a broadband, dial-up, or VPN connection; or set up a router or access point.

Click on Manually connect to a wireless network

Choose a connection option

Connect to the Internet
Set up a broadband or dial-up connection to the Internet.

= | Set up a new network
=ag, Setup a new router or access point.

- Manually connect to a wireless network
E=Sel_onnect to a hidden network or create a new wireless profile,

Connect to a workplace
Set up a dial-up or VPN connection to your workplace.




Manually connect to a wireless network
Network name: CBC_STAFF
Security type: WPA-Enterprise
Encryption type: TKIP
Check Start this connection automatically
Click Next

Enter information for the wireless network you want to add

Metwork name: [_CBC_STAFF

Security type: | WPA-Enterprise

Encryption type: TKIP

Security Key: [ |Hide characters

[v] Start this connection automatically

[ ] Connect even if the network is not broadeasting
Warning: If you select this option, your computer's privacy might be at risk.




Successfully added CBC_STAFF
Click on Change connection settings

Successfully added CBC_STAFF

. & Change connection settings
: Open the connection properties so that | can change the settings.




Connection Tab, Configure as shown on screen shot | Click the Security tab

Connection | Security

Mame: CBC_STAFF
S5I0: CBC_STAFF
Metwork type: Arcess point
Metwork availability: Al users

Connect automatically when this network is in range
[ ]Look for other wireless networks while connected to this network

[#]iConnect even if the network is not broadcasting its name (SSI0);




Security Tab
Click on Settings button

Security type: {iiPAEnterprise

Encryption type: |TK]P

Choose a network authentication method:
Microsoft: Protected EAP (PEAP) w

Remember my credentials for this connect
time I'm logged an




Uncheck Verify the server’ identity by validating the certificate
Click on Configure button

When connecting:

[ ]aderify the server's identity by validating the certificate;

[ ] connect to these servers (examples:srv1;srv2;, =\.srv3Y.com):

Trusted Root Certification Autharities:

[ ] AddTrust External CA Root

[ ] Baltimare CyberTrust Root

[ ] class 3 Public Primary Certification Authority
|:| DigiCert High Assurance EV Root CA

[] Equifax Secure Certificate Authority

[ ] GTE CyberTrust Global Root

[ ] Microsoft Root Authority

£

Motifications before connecting:

|TE" user if the server name or root certificate isn't spedfied W |

Select Authentication Method;
|SECL.|rEd password (EAP-MSCHAP v2) W | | Configure. .. |
Enable Fast Reconnect

[ |Enforce Metwork Access Protection

[ ] Disconnect if server does not present cryptobinding TLY
[ ]Enable Identity Privacy

|| Cancel




Uncheck Automatically use my Windows login name and password | Click OK

When connecting:

|:|%ﬂ.L.rtu::nmz-.ﬁ.iu::aII],r use my Windows logon name and
password (and domain i ary). :

Click on Advanced settings

Security type: /P A-Enterprise

Encryption type: |TK]P

Choose a network authentication method:

|I'*'icrusnf:’t: Protected EAP (PEAF) W | | Settings

Remember my credentials for this connection each
time I'm logged on




Set as shown on screen | Click OK

802, 1¥ settings

Specify authentication maode:

|User authentication

[ | Delete credentials for all users

[#]Enable single sign on for this network:

(@) Perform immediately before user logon
() Perform immediately after user logon
Maximum delay (seconds):

sign on

and user authentication

Save redentials

10 ca

Allow additional dizlogs to be displayed during single

[ ] This network uses separate virtual LAMs for machine

Click on the Network connection icon
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Click on CBC_STAFF | Click Connect

Networks

Airplane mode
off [ |

Wi-Fi
ARDA_WIFI Connected il

CBC-COWS aill

CBC_STAFF aill

Connect automatically

GUEST aill
MEDIA aill
students all
FPUD_AMR2 all
FPUD_Wireless all
Telco2 ail
Telco_Cbe ail

Telco_Cbc2 all

Enter your CBC user login information (this is the same as your work computer or Outlook login) | Click OK

Network Authentication

Password

User name

Domain:
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You are now connected

Networks

Airplane mode
off [ |

Wi-Fi
CBC_STAFF Connected
CBC-COWS
GUEST

MEDIA

students
FPUD_Wireless
Telco2
Telco_Che
Telco_Chc2
Telco_Wiring
FPUD_AMR2
Hidden network

ARDA_WIFI

If you need to edit the settings:

Right-click on CBC_STAFF and go to View connection properties

Networks
Show estimated data usage
Set as metered connection
Forget this network
View connection properties il
all
CBC-COWS aill

GUEST |

MEDIA |

students all

Free Public WiFi
FPUD_AMR2
FPUD_Wireless
Telco2
Telco_Chc
Telco_Cbc2
Telco_Wiring

Hidden network
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